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The wide adoption of the Internet of Things (IoT) involves a previously unseen level of
complexity imposing to multiple stakeholders to deal with and trust the complex
integration of applications with a plethora of heterogeneous devices. In this context,
digital twins (DTs) have emerged as a suitable paradigm for bridging the digital and
physical domains by masking the complexity of the latter with established software
interfacesmade available to applications by the former. In this work, we discuss how
DTs can be designed, deployed, and managed to enable end-to-end trustworthiness
between applications and the physical domain. Particularly, 1) we identify the key
characteristics enabling end-to-end DT trustworthiness, 2) we evaluate the degree to
which available DT platforms support these characteristics, 3) we highlight a blueprint
architecture paving the way to innovative DT platforms natively supporting end-to-end
trustworthiness, and 4) we show the benefits of our proposal with an industrial IoT use case.

The Internet of Things (IoT) has enabled a novel
realm of application scenarios characterized by
a plethora of heterogeneous physical devices

working together.1,2 In this context, digital twins (DTs)
have emerged as a suitable paradigm for bridging the
virtual and physical worlds.3,4,5 We use the term DT to
refer to any software rendering in the digital world a
physical entity, its physical twin (PT). Although some
works focus on DTs aimed at simulating PTs for
improving their design (thus not requiring network
communications between the two counterparts), here
we focus on DTs designed for mediating the interac-
tions between applications and PTs, thus creating a syn-
chronized replica of PTs to be offered to applications.

As DTs hide the complexity of PTs to applications,
a trustworthy relationship is of foremost importance.
For example, a data analyst might not consider a DT

trustworthy if network latency undermines timely
DT–PT communications or if its managing platform
does not log relevant events nor provides a secured
application programming interface (API). Let us note
that we consider a notion of trustworthiness embrac-
ing a wide set of aspects, ranging from resource avail-
ability and security to adoption of best practices for
dynamic DT management. In addition, trustworthiness
should be evaluated by considering requirements pro-
vided by applications and stakeholders in general. In
other words, the objective of trustworthiness is to eval-
uate, on the one hand, the capability of DTs to fulfill
application requirements about both quantitative
characteristics (e.g., real-time DT–PT communication)
and broader application features (e.g., availability of
secured DT APIs), and, on the other hand, the capability
of the management platform to transparently enforce
such application requirements, thus establishing an
end-to-end approach to trustworthiness within the DT
ecosystem. If application requirements cannot be met,
the platform should transparently reconfigure the
involved DTs to fulfill them, e.g., by dynamically increas-
ing computational resources reserved to a DT or by
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migrating the DT to a more secure subnet. Instead, if
the requirements cannot be fulfilled, the application
should be notified accordingly. Based on the aforemen-
tioned considerations, we identify six fundamental
characteristics concerning trustworthiness for DTs:
entanglement awareness, variable load resilience,
cloud-to-edge continuum mobility, declarative descrip-
tion, observability, and security.

THE CASE FOR END-TO-END
TRUSTWORTHINESS

Attempts to address trust traditionally consider cyber-
physical systems in general, either neglecting specific
aspects of the triadic relation among DTs, PTs, and
applications6 or strictly focusing on security manage-
ment.7 In this work, we shift perspective from DTs con-
ceived as standalone entities (a standalone software
component, bridging one PT and one application) to an
ensemble of orchestrated software components shared
among a number of cyberphysical applications.8

In particular, we introduce new meanings to the
concept of trustworthiness by proposing specific char-
acteristics (represented in Figure 1) that support end-
to-end trustworthiness for solutions in which DTs are
used as cyberphysical bridges between applications
and physical objects. These characteristics are linked
to two key areas. The first one is focused on tools for
describing and evaluating the accuracy of the repre-
sentations provided by DTs with respect to (w.r.t.)
application constraints and for enacting corrective

actionswhen application constraints are not met, such
as elastic resource provisioning and DT migration/
replication (see the “Entanglement Awareness,” “Variable
Load Resilience,” and “Cloud-to-Edge Continuum Mobi-
lity” sections). The second one is focused on providing
the DT with production-grade management features.
More specifically, DTs conceived as containerized and
orchestrated microservices require tools for describing
their services and interfaces, collecting logs and metrics,
providing distributed tracing analysis for manageabil-
ity and observability reasons (see the “Declarative
Description,” “Observability,” and “Security” sections).

Furthermore, instead of a broad overview, which
has been previously given,9 we discuss to which extent
the identified characteristics are supported in four
available DT platforms [Microsoft Azure DTs, Amazon
Web Services (AWS) TwinMaker, Eclipse Ditto, and
the open source library White Label Digital Twins
(WLDT)10] making use of three levels: 1) not addressed,
2) partially addressed, and 3) addressed.

Entanglement Awareness
In practical terms, engineering a DT that exactly
reflects the PT features (i.e., perfect entanglement) is
difficult for a number of reasons, such as 1) the state of
the DT model is normally obtained by synchronizing
with the PT, which often happens periodically at dis-
crete time instants, and 2) the state of the DT model
takes time to be computed. Nevertheless, applications
are often designed and implemented in light of specific

FIGURE 1. Visual comparison of trustworthiness characteristics of four DT platforms with respect to the identified requirements.

AWS: AmazonWeb Services.
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assumptions regarding aspects of their DTs (e.g., the
DT replies in less than 100 ms) and PTs (e.g., the PT
sends updates every 200 ms).11 For example, a smart
farming application for monitoring crops might require
one update per hour while a manufacturing application
for driving a 3-D printer might require 10 updates every
second. In fact, without this indication, an application
might use data coming from a DT that does not accu-
rately representing the state of the PT. Because of this,
a metric describing how well a DT renders the PT state
w.r.t. the performance required by applications is key.
Recent works12,13 have proposed approaches for mea-
suring the DT–PT entanglement by taking into account
both timeliness (i.e., how fresh the collected data are
w.r.t. application constraints) and completeness (i.e.,
the ratio of the amount of collected data to the total
amount of required data) of the communication. This
characteristic describes if and how a DT platform sup-
ports trustworthy end-to-end communications in terms
of DT–PT entanglement.

DT Platforms Support
Microsoft Azure, AWS, and Eclipse Ditto do not embed
any form of entanglement support. In fact, they only
provide connectors for receiving data from PTs and
store them as JavaScript Object Notation (JSON) data
without further assistance. Developers might build
entanglement-aware functionalities, for example, by
enriching PT data with time stamps, but without relying
on any systematic support. Conversely, the WLDT
framework natively embeds the entanglement con-
cept, allowing its seamless computation.

Variable Load Resilience
Applications (especially those rooted in low latency
high bandwidth scenarios) might impose variable
loads, thus requiring a variable amount of resources
over time. Two key factors drive the overall load on a
distributed system, such as an ecosystem of DTs:
1) the amount of requests to be accomplished and
2) the complexity of those requests. To cope with
peaks in the number of requests, replicas of a DT can
be spawned, limiting their number according to the
available resources (admission control). Concerning
request complexity, a DT model might require nonne-
gligible computational resources that have to be
dynamically allocated when and where they are
needed (resource allocation). The admission control
system safeguards the availability of DTs under heavy
load. When enabled, it sorts requests by priority, prefer-
ring higher-priority operations. In case of admission,
the resource allocation mechanism should adjust the
amount of resources provided to DTs. For instance, a

DT platform could either prevent the deployment of
DTs requiring (for running their internal models) more
GPUs than those available or manage the redistribution
of available GPUs to theDTs requiring them. This charac-
teristic describes towhich extent a DT platform supports
the dynamic provisioning of resources to DT models (for
running themwithin application constraints).

DT Platforms Support
Microsoft Azure and AWS support forms of replication.
Specifically, the data structures representing DTs are
updated via Pub/Sub approaches or serverless func-
tions running on the cloud that can be replicated for
managing load peaks. A DT implemented with either
Eclipse Ditto or WLDT, which are both based on micro-
services, can be possibly (the burden is left to the
developer) containerized and replicated using standard
tools, such as Kubernetes.

Cloud-to-Edge Continuum Mobility
Computing and communication resources can be
owned by different providers and located in different
domains, such as edge on premises (e.g., digital facto-
ries), multiaccess edge computing (e.g., telco net-
works), or in the cloud (e.g., big tech companies). Each
solution has benefits and drawbacks. Public clouds
provide a plethora of services, usually at low cost. How-
ever, they are typically far away from operations and
their performance is less predictable w.r.t. edge-based
solutions. On the contrary, on-premises solutions allow
full control of the system and likely provide the highest
performance thanks to the proximity to PTs. However,
they usually have high setup and maintenance costs
and require a nonnegligible effort to be scaled. In this
context, trustworthiness has to be intended as the
capacity of taking advantage of multiple deployment
domains for both improving availability (i.e., if a deploy-
ment fails, DTs can be moved to another one) and
improving DT–PT entanglement (i.e., a deployment
closer to PTs reduces latency). Such DT platforms
must support the following: 1) DT mobility: if required, a
DT must be offloaded from the current location and
moved to a new location; 2) DT service continuity: if a
DT moves to another location, the application associ-
ated with that DT must continue to run properly;
3) mobility of PT state: historical data regarding the PT
state must support mobility and possibly be migrated,
alongwith theDT. For example, a DT experiencing entan-
glement degradation due to an increase in network
latency could be transparently migrated, along with its
state, to a different network location. This characteristic
describes how well a DT platform supports DT mobility
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across the cloud-to-edge continuum for the sake of pre-
serving availability and the DT–PT entanglement.

DT Platforms Support
Microsoft Azure and AWS model DTs as JSON entities
capable of receiving data from PTs via a set of connec-
tors. As such, all DTs reside on cloud nodes and cannot
be moved to different hosting domains or even change
tenant. Instead, Eclipse Ditto provides the possibility to
deploy the platform also on the edge thus partially
addressingmobility, but there is no support for such a fea-
ture and everything is delegated to the developers. With
WLDT, it is possible to build DTs as independent contain-
ers dynamically deployable on the edge and in the cloud.
However, these functionalities are still experimental.

Declarative Description
Declarative descriptions of DTs are highly significant in
terms of trustworthiness in that they foster collabora-
tion, innovation, and integration within the DT ecosys-
tem. They provide a clear and concise way to express
the desired state of a system, without requiring a
detailed understanding of the underlying implementa-
tion details. This approach has proven to be highly
effective in Kubernetes, where declarative configura-
tion is the preferred way for managing resources. The
declarative approach outperforms the imperative alter-
native in several ways: 1) Idempotency: idempotency is
the ability to run the same command and achieve the
same result. A declarative approach allows repeatedly
applying the same configuration without causing con-
flicts or unexpected side effects; 2) version control and
reproducibility: infrastructure configurations can be
stored in version control systems, allowing the tracking
of changes over time, collaborating with others, and
easily reproducing infrastructure setups; 3) better scal-
ability: declarative infrastructure is designed to be scal-
able, providing infrastructure resources across multiple
environments and regions; 4) improved security: declara-
tive infrastructure can supply highly secure and compli-
ant infrastructure resources because it is built to be
secure; 5) self-healing and fault tolerance: the infrastruc-
ture system can identify and fix configuration drift,
mistakes, or failures because it actively monitors the
desired state and makes modifications. As a result, sys-
tems becomemore robust and fault tolerant.

DT Platforms Support
Microsoft Azure, at the time of writing, is the only plat-
form that provides a structured description of DTs.a

Eclipse Ditto integrates DT descriptions using an inter-
nal description format and embedding the support
for Web of Things (WoT) interoperability.b Conversely,
WLDT supports various descriptions provided by, e.g.,
Azure and the WoT.

Observability
A DT platform integrates loosely coupled DTs into
one cohesive system, supporting applications that are
expected to provide both functionally correct results
and acceptable performance levels in accordance
with application constraints (e.g., entanglement con-
straints). However, identifying the source of a failure in
a DT system can be challenging; DTs may be complex,
have many execution branches, and invoke external
services from other DTs, PTs, or the DT platform pro-
viding the runtime environment.14,15 In this context,
trustworthiness has to be intended as the capacity of a
DT platform of providing stakeholders with the means
for analyzing failures and possibly understanding root
causes. This characteristic describes to which extent a
DT platform supports the collection, aggregation, and
analysis of logs, execution traces, and metrics. More
specifically, logs provide insight into issues within a
software environment. Traces track the end-to-end
behavior of a request as it moves through a distributed
system and provide insight into how a request behaves
at specific points in an application across system bound-
aries. Metrics monitor baseline performance, pinpoint
anomalies and identify trends. The popular metrics that
many businesses or developers collect are CPU utiliza-
tion, network traffic, latency, or user signups.

DT Platforms Support
Microsoft Azure and AWS are cloud services and thus
observable by design (e.g., trusted logging is supported
at the platform level). However, there is a substantial
difference w.r.t. our proposal in that they do not take
decisions/actions regarding the DTs’ deployment: they
receive data from and store them in a centralized fash-
ion. Conversely, Eclipse Ditto and WLDT expose native
monitoring capabilities at different levels, both in terms
of software and cyberphysical interactions, but every-
thing is then delegated to developers and how they
implement the possibility to react to specific events.

Security
The trustworthiness of data-reaching applications is
clearly influenced by security-related aspects: 1) DTs
have been conceived to be part of critical systems,
given their vocation toward automation processes;16

aAzure DT Description Language: https://learn.microsoft.
com/en-us/azure/digital-twins/concepts-models bThe Web of Things: https://www.w3.org/WoT/
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and 2) being a digital copy of the physical world, they
might contain pieces of intellectual property pertaining
to the asset they represent.17 These two aspects are of
interest to malicious adversaries who may attempt to
corrupt an organization’s business model or cause
damage. Furthermore, as the DT paradigm is based on
the interconnection of two worlds through communica-
tion systems, technologies, and algorithms, an adversary
trying to take control of the underlying infrastructure
may harm the DT from both the physical and the digital
spaces (see Alcaraz and Lopez18 for a comprehensive
survey of security threats for DTs). This characteristic
describes how a DT platform takes into account and
manages security-related aspects of DT software com-
ponents, their hosting nodes, and domains.19

First, the security of the DT itself has to be
evaluated, e.g., by considering code coverage, static
source code analysis, the support of strong and well-
configured cryptographic protocols, and so on. Second,
the security of nodes where DTs run has to be evalu-
ated, e.g., by considering whether administrators adopt
cybersecurity best practices such as node hardening
and network traffic monitoring. Third, the security of
the network domains where DTs run has to be evalu-
ated; e.g., in a cloud-to-edge continuum scenario, edge
nodes locally deployed and managed are usually fully
trusted. In contrast, the same does not apply to the
whole continuum. Even when the cloud at large is per-
ceived as trusted, a given provider or a specific geo-
graphic area might not be trusted.

DT Platforms Support
Microsoft Azure and AWS, which are enterprise-grade
cloud platforms, are known to provide the highest

security standards. Eclipse Ditto provides a modular
architecture where each component can be configured
to support state-of-the-art security approaches, but it
depends on the specific deployment and setup. Con-
versely, WLDT does not support security functionalities
and delegates the burden to developers.

BLUEPRINT ARCHITECTURE
The aim of this work is to sketch an innovative DT plat-
form, namely, the Trustworthiness Management Plat-
form (TMP), supporting the characteristics presented
earlier. It implements control-plane operations related
to the deployment, execution, and management of
trustworthiness-ready DTs. The rest of the section
outlines 1) the runtime environment needed for orches-
trating trustworthiness-ready DTs across the cloud-to-
edge continuum and 2) the design of innovative DTs
that support trustworthiness.

TMP
As Figure 2(a) shows, the Management Interface ena-
bles the defining and monitoring of trustworthiness
requirements by managing platform knowledge and
triggering the orchestration process. Through this inter-
face, stakeholders (e.g., network operators, operations
engineers, and data analysts) can specify the desired
trustworthiness level and adapt configurations and
deployment strategies based on the current context.

The Platform Knowledge maintains the crucial
information, configurations, and events associated
with executed actions and decisions. It consists of
the DT Repository, which contains descriptions and
software artifacts of available DTs, the Infrastructure

FIGURE 2. (a) Overview of a trustworthiness DTmanagement platform. (b) Overview of a trustworthiness-ready DT.
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Knowledge, which stores specifications and configura-
tions of the “Cloud-to-Edge Continuum Infrastructure,”
and the Event History, which collects all platform
events related to the orchestration process.

The Orchestrator component is in charge of
guaranteeing end-to-end DT trustworthiness based on
the target requirements. It configures and deploys DTs
across the Cloud-to-Edge Continuum Infrastructure,
and it monitors both the DTs and system performance.
It also ensures observability by tracking every decision
made, which is recorded in the Event History.

The Cloud-to-Edge Continuum Infrastructure pro-
vides a flexible and configurable execution environ-
ment for running DTs. It includes a combination of
interconnected nodes equipped with computing, stor-
age, and networking resources, allowing one to leverage
the underlying resource heterogeneity, and provides
abstractions to handle variations in available resources
over time.

The TMP employs two agents to monitor the trust-
worthiness of active DTs, namely, the Security Agent
and the Monitoring Agent. These agents interact with
the “Cloud-to-Edge Continuum Infrastructure” and
directly with DTs to collect operational metrics and
execute tests. Monitoring Agents operate side by side
with the Data Repositories component, which serves
as a structured and multifunctional storage layer for
the metrics, logs, and events associated with security
threats, network metrics, resource metrics, and DT
metrics. By storing and analyzing these data, stake-
holders can gain insights into the behavior of DTs and
the overall performance of the system and dynamically
detect threats or anomalies over time.

Trustworthiness-Ready DT
Trustworthiness-ready DTs are intended as augmented
DTs capable of providing contextual metrics that repre-
sent their performance and internal status. These DTs
can be deployed, removed, reconfigured, and orches-
trated by the TMP whenever the runtime context
changes. To support this scenario, DTs should leverage
modularity. Within a single container, we use a design
based on plug-in modules to enhance a core system
with additional capabilities. At a higher abstraction
level (i.e., a DT composed of multiple containers), the
use of multiple containers allows the assignment of dif-
ferent priorities and resource requirements. Moreover,
containers represent a relatively small and focused
piece of code that can be updated, tested, and
deployed faster than monolithic alternatives. For these
reasons, we make the case for DTs conceived as multi-
container entities, which are supposed to be pluggable,

reusable, and published via a shared repository (see
TMP Data Repositories).

On the same line, DTs need to expose well-defined
communication interfaces [shown in Figure 2(b)]:
1) Physical Interface allows for communication with
PTs through pluggable modules, 2) Digital Interface
exposes the status of the DT to applications through
pluggable modules, 3) Management Interface receives
configurations to be injected in the DT, and 4)Monitor-
ing Interface exposes a set of contextual metrics of the
DT component (e.g., DT–PT entanglement). These final
two interfaces are connected with the Orchestrator
and theMonitoring Agents of the TMP, respectively.

These interfaces encapsulate five internal modules:
1) State Module accounts for the properties, events,
actions, and relationships associated with the DT;
2) Model Module represents the model(s) of the DT;
3) Augmentation Module allows the DT to extend the
functionalities of the PT; 4) Context-Awareness Module
measures DT–PT entanglement (representing the qual-
ity of the digital representation of the PT); and 5) Persis-
tence Module handles the persistence and history of
the DT.

EXPERIMENTATION
This section discusses a proof-of-concept implementa-
tion of the blueprint architecture described in the
“Blueprint Architecture” section. The experimental
results concern the quantitative characteristics of
trustworthiness (i.e., entanglement awareness, variable
load resilience, and cloud-to-edge mobility). Although
declarative description, observability, and security fun-
damentally pertain to the qualitative domain, the follow-
ing discussion also establishes connections between
achieved results and these qualitative dimensions.

The testbed consisted of four nodes with two
vCPUs and 2 GB of random-access memory each. Ansi-
ble was used to automatically install Kubernetes for
orchestration, Prometheus for monitoring, and Chaos
Mesh, a cloud-native add-on for Kubernetes, for inject-
ing network failures. The project developed to config-
ure the testbed is publicly available on GitHub (https://
github.com/fglmtt/kubemake/). Through Kubernetes,
we then deployed a trustworthiness-ready DT (imple-
mented with the WLDT library), a PT mimicking an
Industrial IoT device, and a message broker (i.e., Mos-
quitto) as containerized applications. The PT sent sta-
tus updates to the DT as Message Queuing Telemetry
Transport messages.

The experiments consisted of four phases, i.e.,
baseline, phase 1 (network slowdown), phase 2 (DT
reconfiguration), and phase 3 (PT reconfiguration),
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each injecting a set of failures that could undermine
trustworthiness. Specifically:

1) Baseline phase: latency set at 12.5 ms, jitter of
7.5 ms, no packet loss, 1 m/s (update per sec-
ond), and a model running in the DT requiring
1K prime numbers to be computed before
changing state.

2) Phase 1—network slowdown: latency set to
70 ms, jitter of 30 ms, 15% loss, 1 m/s, and 1K
prime numbers to be computed.

3) Phase 2—DT reconfiguration: latency set to
12.5 ms, jitter of 7.5 ms, no loss, 1 m/s, and 25K
prime numbers to be computed;

4) Phase 3—PT reconfiguration: latency set to
12.5 ms, jitter of 7.5 ms, no loss, 0.5 m/s, and 1K
prime numbers to be computed.

As illustrated in the top of Figure 3, the experiments
interleaved phases 1, 2, and 3 with the baseline phase.
Network failures were injected using Chaos Mesh, the
computation of prime numbers was varied through the
API provided by the DT, and the frequency of status
updates was configured through the API provided
by the PT. We tracked data timeliness and reliability

because they are relevant for entanglement, according
to a recent approach proposed in Bellavista et al.12

The plots in Figure 3 show the effect of such phases
on timeliness, reliability, and CPU usage, with each
metric evaluated over a 30-s sliding window. Timeliness
refers to the elapsed time between when the PT produ-
ces a given update and when the DT receives it, plus
how long the DT takes to change its state based on the
received update. For example, if the 99th percentile of
timeliness is 50 ms, 99% of the status updates received
had, at most, 50 ms of timeliness over the last 30 s.
As timeliness also considers how long the DT takes
to change state, CPU usage may also affect entangle-
ment. For example, if the DT runs a model that
saturates the available cores, it likely takes more
time to compute the next state, unless resources
are elastically scaled accordingly. Instead, reliability
refers to the ratio of the received status updates to
the expected ones. Thus, if reliability is 80%, 20% of
the status updates sent by the PT have never been
received by the DT over the last 30 s. It is worth noting
that CPU usage plays a role in variable load resilience
as well.

As Figure 3 shows, phase 1 (i.e., network slowdown)
caused a peak in timeliness, thus deteriorating the

FIGURE 3. Timeline of the designed experimental evaluation with the identified phases and adoptedmetrics.
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overall entanglement in turn. The threshold under
which a DT can no longer be considered entangled is
specified in its declarative description. As phase 1 dis-
entangled the DT, the TMP migrated the DT to a differ-
ent location along the cloud-to-edge continuum, thus
making the DT entangled again. In a production envi-
ronment, cloud-to-edge mobility should also take into
account the security constraints in place.

Then, phase 2 (i.e., DT reconfiguration) occurred.
This phase primarily impacted CPU usage (the more
prime numbers to be calculated, the more cores are
needed) and, as a side effect, detrimentally influenced
the entanglement through the timeliness factor. As a
countermeasure, the TMP decided to vertically scale
up the resources available to the DT. Note that in a
scenario with different resources available, the TMP
could have opted for deploying more replicas of the DT
(horizontal autoscaling) or providing qualitatively bet-
ter resources (e.g., a GPU) to the DT.

Finally, phase 3 (i.e., PT reconfiguration) worsened
reliability and, in turn, the entanglement. This phase
describes a scenario in which a technician halves the
update rate of the PT (from 1 to 0.5 m/s) without prop-
erly notifying the DT. Consequently, the DT still expects
to receive status updates from the PT at the previous
rate (1 m/s). In this case, neither cloud-to-edge mobility
nor variable load resilience can rectify the issue.
Although the TMP lacks direct countermeasures for
this circumstance, it can still uphold observability by
recognizing when something is not working as expected
and properly notifying stakeholders accordingly.

CONCLUSION
In this work, we explored the concept of end-to-end
trustworthiness in the context of DTs. In this regard,
we identified the six key characteristics that enable
trustworthiness, i.e., entanglement awareness, variable
load resilience, edge-to-cloud continuummobility, declar-
ative representation, observability, and security. We
found that none of the examined DT platforms, i.e.,
Azure DT, AWS DT, Eclipse Ditto, and WLDT, currently
support all the identified characteristics. To bridge
this gap, we designed a blueprint architecture that
natively supports end-to-end trustworthiness and dis-
cussed a proof-of-concept implementation to show
the feasibility of the proposed approach, along with
the benefits that come with it.

ACKNOWLEDGMENTS
The work featured in article was partially funded by
the European Union (EU) under the Next Generation
EU, DATRUST PRIN 2022 Piano Nazionale di Ripresa e

Resilienza Project (project ID: P20225KTR4 and CUP:
I53D23006060001).

REFERENCES
1. H. V. Dang, M. Tatipamula, and H. X. Nguyen, “Cloud-

based digital twinning for structural health monitoring

using deep learning,” IEEE Trans. Ind. Informat., vol. 18,

no. 6, pp. 3820–3830, Jun. 2022, doi: 10.1109/TII.2021.

3115119.

2. Z. Lv, J. Guo, and H. Lv, “Safety Poka Yoke in zero-

defect manufacturing based on digital twins,” IEEE

Trans. Ind. Informat., vol. 19, no. 2, pp. 1176–1184,

Feb. 2023, doi: 10.1109/TII.2021.3139897.

3. W. Kritzinger, M. Karner, G. Traar, J. Henjes,

and W. Sihn, “Digital twin in manufacturing: A

categorical literature review and classification,”

IFAC-PapersOnLine, vol. 51, no. 11, pp. 1016–1022, 2018,

doi: 10.1016/j.ifacol.2018.08.474.

4. F. Tao, H. Zhang, A. Liu, and A. Y. C. Nee, “Digital

twin in industry: State-of-the-art,” IEEE Trans. Ind.

Informat., vol. 15, no. 4, pp. 2405–2415, Apr. 2019,

doi: 10.1109/TII.2018.2873186.

5. R. Minerva, G. M. Lee, and N. Crespi, “Digital twin

in the IoT context: A survey on technical features,

scenarios, and architectural models,” Proc. IEEE,

vol. 108, no. 10, pp. 1785–1824, Oct. 2020, doi: 10.1109/

JPROC.2020.2998530.

6. M. Buchheit et al., “The industrial internet of things

trustworthiness framework foundations: An industrial

internet consortium,” Industrial Internet Consortium,

Boston, MA, USA, White Paper, 2021. [Online].

Available: https://www.iiconsortium.org/pdf/

Trustworthiness_Framework_Foundations.pdf

7. D. Lehner et al., “Digital twin platforms: Requirements,

capabilities, and future prospects,” IEEE Softw.,

vol. 39, no. 2, pp. 53–61, Mar./Apr. 2022, doi: 10.1109/

MS.2021.3133795.

8. P. Bellavista, N. Bicocchi, M. Fogli, C. Giannelli,

M. Mamei, and M. Picone, “Requirements and design

patterns for adaptive, autonomous, and context-

aware digital twins in industry 4.0 digital factories,”

Comput. Industry, vol. 149, Aug. 2023, Art. no. 103918,

doi: 10.1016/j.compind.2023.103918. [Online]. Available:

https://www.sciencedirect.com/science/article/pii/

S0166361523000684

9. Q. Qi et al., “Enabling technologies and tools for

digital twin,” J. Manuf. Syst., vol. 58, pp. 3–21,

Jan. 2021, doi: 10.1016/j.jmsy.2019.10.001.

10. M. Picone, M. Mamei, and F. Zambonelli, “WLDT:

A general purpose library to build IoT digital twins,”

SoftwareX, vol. 13, Jan. 2021, Art. no. 100661,

doi: 10.1016/j.softx.2021.100661.

DIGITAL TWIN END-TO-END TRUSTWORTHINESS

38 IEEE Internet Computing July/August 2024

http://dx.doi.org/10.1109/TII.2021.3115119
http://dx.doi.org/10.1109/TII.2021.3115119
http://dx.doi.org/10.1109/TII.2021.3139897
http://dx.doi.org/10.1016/j.ifacol.2018.08.474
http://dx.doi.org/10.1109/TII.2018.2873186
http://dx.doi.org/10.1109/JPROC.2020.2998530
http://dx.doi.org/10.1109/JPROC.2020.2998530
https://www.iiconsortium.org/pdf/Trustworthiness_Framework_Foundations.pdf
https://www.iiconsortium.org/pdf/Trustworthiness_Framework_Foundations.pdf
http://dx.doi.org/10.1109/MS.2021.3133795
http://dx.doi.org/10.1109/MS.2021.3133795
http://dx.doi.org/10.1016/j.compind.2023.103918
https://www.sciencedirect.com/science/article/pii/S0166361523000684
https://www.sciencedirect.com/science/article/pii/S0166361523000684
http://dx.doi.org/10.1016/j.jmsy.2019.10.001
http://dx.doi.org/10.1016/j.softx.2021.100661


11. Y. Fang, C. Peng, P. Lou, Z. Zhou, J. Hu, and J. Yan,

“Digital-twin-based job shop scheduling toward smart

manufacturing,” IEEE Trans. Ind. Informat., vol. 15, no. 12,

pp. 6425–6435, Dec. 2019, doi: 10.1109/TII.2019.2938572.

12. P. Bellavista, N. Bicocchi, M. Fogli, C. Giannelli,

M. Mamei, and M. Picone, “Measuring digital twin

entanglement in industrial internet of things,” in Proc.

IEEE Int. Conf. Commun. (ICC), 2023, pp. 5897–5903,

doi: 10.1109/ICC45041.2023.10278787.

13. M. Vaezi et al., “Digital twins from a networking

perspective,” IEEE Internet Things J., vol. 9, no. 23,

pp. 23,525–23,544, Dec. 2022, doi: 10.1109/JIOT.2022.

3200327.

14. A. Kanak, N. Ugur, and S. Ergun, “A visionary model

on blockchain-based accountability for secure and

collaborative digital twin environments,” in Proc. IEEE

Int. Conf. Syst., Man Cybern. (SMC), Piscataway, NJ,

USA: IEEE Press, 2019, pp. 3512–3517, doi: 10.1109/

SMC.2019.8914304.

15. D. Lee, S. H. Lee, N. Masoud, M. Krishnan, and V. C. Li,

“Integrated digital twin and blockchain framework

to support accountable information sharing in

construction projects,” Automat. Construction,

vol. 127, Jul. 2021, Art. no. 103688, doi: 10.1016/

j.autcon.2021.103688.

16. M. Grieves and J. Vickers, “Digital twin: Mitigating

unpredictable, undesirable emergent behavior in

complex systems,” in Proc. Transdisciplinary

Perspectives Complex Syst., New Findings Approaches,

2017, pp. 85–113, doi: 10.1007/978-3-319-38756-7_4.

17. M. Hearn and S. Rix, “Cybersecurity considerations for

digital twin implementations,” IIC J. Innov., vol. 10, pp.

107–113, Nov. 2019.

18. C. Alcaraz and J. Lopez, “Digital twin: A

comprehensive survey of security threats,” IEEE

Commun. Surveys Tuts., vol. 24, no. 3, pp. 1475–1503,

3rd Quart. 2022, doi: 10.1109/COMST.2022.3171465.

19. M. Aly, F. Khomh, M. Haoues, A. Quintero, and S.

Yacout, “Enforcing security in internet of things

frameworks: A systematic literature review,” Internet

Things, vol. 6, Jun. 2019, Art. no. 100050, doi: 10.1016/

j.iot.2019.100050.

NICOLA BICOCCHI is an associate professor at the Univer-

sity of Modena and Reggio Emilia, Reggio Emilia, 42122, Italy.

His research interests focus on software engineering for the

Internet of Things and digital twins. Bicocchi received a

Ph.D. degree in computer engineering from the University of

Modena and Reggio Emilia. Contact him at nicola.bicocchi@

unimore.it.

MATTIA FOGLI is a postdoctoral researcher in computer

engineering at the University of Ferrara, Ferrara, 44121, Italy.

His research interest include digital twins, tactical networks,

and software-defined networking. Fogli received his Ph.D.

degree in computer engineering from the University of Fer-

rara. He is a Member of IEEE. Contact him at mattia.fogli@

unife.it.

CARLO GIANNELLI is an associate professor of computer

science with the University of Ferrara, Ferrara, 44121, Italy.

His research interests focus on the Industrial Internet of

Things, digital twins, and software-defined networking. Gian-

nelli received his Ph.D. degree in computer engineering from

the University of Bologna. He is a Senior Member of IEEE.

Contact him at carlo.giannelli@unife.it.

MARCO PICONE is a senior assistant professor with the

Department of Sciences and Methods for Engineering, Uni-

versity of Modena and Reggio Emilia, Reggio Emilia, 42122,

Italy. His research interests include distributed systems, the

Internet of Things, and digital twins. Picone received his

Ph.D. degree in information technology from the University

of Parma. Contact him at marco.picone@unimore.it.

ANTONIO VIRDIS is a senior assistant professor at the Uni-

versity of Pisa, Pisa, 56100, Italy. His research interests

include quality of service, edge computing, and performance

evaluation. Virdis received his Ph.D. degree in information

engineering from the University of Pisa. He is a Member of

IEEE. Contact him at antonio.virdis@unipi.it.

Open Access funding provided by ‘Universit�a degli Studi di Ferrara’within the CRUI CARE Agreement

DIGITAL TWIN END-TO-END TRUSTWORTHINESS

July/August 2024 IEEE Internet Computing 39

http://dx.doi.org/10.1109/TII.2019.2938572
http://dx.doi.org/10.1109/ICC45041.2023.10278787
http://dx.doi.org/10.1109/JIOT.2022.3200327
http://dx.doi.org/10.1109/JIOT.2022.3200327
http://dx.doi.org/10.1109/SMC.2019.8914304
http://dx.doi.org/10.1109/SMC.2019.8914304
http://dx.doi.org/10.1016/j.autcon.2021.103688
http://dx.doi.org/10.1016/j.autcon.2021.103688
http://dx.doi.org/10.1007/978-3-319-38756-7_4
http://dx.doi.org/10.1109/COMST.2022.3171465
http://dx.doi.org/10.1016/j.iot.2019.100050
http://dx.doi.org/10.1016/j.iot.2019.100050
mailto:nicola.bicocchi@unimore.it
mailto:nicola.bicocchi@unimore.it
mailto:mattia.fogli@unife.it
mailto:mattia.fogli@unife.it
mailto:carlo.giannelli@unife.it
mailto:marco.picone@unimore.it
mailto:antonio.virdis@unipi.it


<<
	/CompressObjects /Off
	/ParseDSCCommentsForDocInfo false
	/CreateJobTicket false
	/PDFX1aCheck false
	/ColorImageMinResolution 200
	/GrayImageResolution 300
	/DoThumbnails false
	/ColorConversionStrategy /sRGB
	/GrayImageFilter /DCTEncode
	/EmbedAllFonts true
	/CalRGBProfile (Adobe RGB \0501998\051)
	/MonoImageMinResolutionPolicy /OK
	/AllowPSXObjects false
	/LockDistillerParams true
	/ImageMemory 1048576
	/DownsampleMonoImages true
	/ColorSettingsFile (None)
	/PassThroughJPEGImages true
	/AutoRotatePages /None
	/Optimize false
	/ParseDSCComments false
	/MonoImageDepth -1
	/AntiAliasGrayImages false
	/GrayImageMinResolutionPolicy /OK
	/JPEG2000ColorImageDict <<
		/TileHeight 256
		/Quality 15
		/TileWidth 256
	>>
	/ConvertImagesToIndexed true
	/MaxSubsetPct 100
	/Binding /Left
	/PreserveDICMYKValues false
	/GrayImageMinDownsampleDepth 2
	/MonoImageMinResolution 400
	/sRGBProfile (sRGB IEC61966-2.1)
	/AntiAliasColorImages false
	/GrayImageDepth -1
	/PreserveFlatness false
	/OtherNamespaces [
		<<
			/IncludeSlug false
			/CropImagesToFrames true
			/IncludeNonPrinting false
			/OmitPlacedBitmaps false
			/AsReaderSpreads false
			/Namespace [
				(Adobe)
				(InDesign)
				(4.0)
			]
			/FlattenerIgnoreSpreadOverrides false
			/OmitPlacedEPS false
			/OmitPlacedPDF false
			/SimulateOverprint /Legacy
			/IncludeGuidesGrids false
			/ErrorControl /WarnAndContinue
		>>
		<<
			/IgnoreHTMLPageBreaks false
			/IncludeHeaderFooter false
			/AllowTableBreaks true
			/UseHTMLTitleAsMetadata true
			/MetadataTitle /
			/ShrinkContent true
			/UseEmbeddedProfiles false
			/TreatColorsAs /MainMonitorColors
			/MetricUnit /inch
			/RemoveBackground false
			/HonorBaseURL true
			/ExpandPage false
			/AllowImageBreaks true
			/MetadataSubject /
			/MarginOffset [
				0.0
				0.0
				0.0
				0.0
			]
			/Namespace [
				(Adobe)
				(GoLive)
				(8.0)
			]
			/OpenZoomToHTMLFontSize false
			/PageOrientation /Portrait
			/MetadataAuthor /
			/MobileCompatible 0.0
			/MetadataKeywords /
			/MetricPageSize [
				0.0
				0.0
			]
			/HonorRolloverEffect false
		>>
		<<
			/IncludeProfiles true
			/ConvertColors /NoConversion
			/FormElements true
			/MarksOffset 6.0
			/FlattenerPreset <<
				/PresetSelector /MediumResolution
			>>
			/DestinationProfileSelector /UseName
			/MultimediaHandling /UseObjectSettings
			/PreserveEditing true
			/PDFXOutputIntentProfileSelector /UseName
			/BleedOffset [
				0.0
				0.0
				0.0
				0.0
			]
			/UntaggedRGBHandling /LeaveUntagged
			/GenerateStructure false
			/AddRegMarks false
			/IncludeHyperlinks false
			/IncludeBookmarks false
			/MarksWeight 0.25
			/PageMarksFile /RomanDefault
			/UntaggedCMYKHandling /LeaveUntagged
			/AddPageInfo false
			/AddBleedMarks false
			/IncludeLayers false
			/IncludeInteractive false
			/AddColorBars false
			/UseDocumentBleed false
			/AddCropMarks false
			/DestinationProfileName (U.S. Web Coated \050SWOP\051 v2)
			/Namespace [
				(Adobe)
				(CreativeSuite)
				(2.0)
			]
			/Downsample16BitImages true
		>>
	]
	/CompressPages true
	/GrayImageMinResolution 200
	/CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
	/PDFXBleedBoxToTrimBoxOffset [
		0.0
		0.0
		0.0
		0.0
	]
	/AutoFilterGrayImages false
	/EncodeColorImages true
	/AlwaysEmbed [
	]
	/EndPage -1
	/DownsampleColorImages true
	/ASCII85EncodePages false
	/PreserveEPSInfo false
	/PDFXTrimBoxToMediaBoxOffset [
		0.0
		0.0
		0.0
		0.0
	]
	/CompatibilityLevel 1.7
	/MonoImageResolution 600
	/NeverEmbed [
	]
	/CannotEmbedFontPolicy /Error
	/PreserveOPIComments false
	/AutoPositionEPSFiles false
	/JPEG2000GrayACSImageDict <<
		/TileHeight 256
		/Quality 15
		/TileWidth 256
	>>
	/PDFXOutputIntentProfile (U.S. Web Coated \050SWOP\051 v2)
	/EmbedJobOptions true
	/JPEG2000ColorACSImageDict <<
		/TileHeight 256
		/Quality 15
		/TileWidth 256
	>>
	/MonoImageDownsampleType /Bicubic
	/DetectBlends true
	/EmitDSCWarnings false
	/ColorImageDownsampleType /Bicubic
	/EncodeGrayImages true
	/Namespace [
		(Adobe)
		(Common)
		(1.0)
	]
	/AutoFilterColorImages false
	/DownsampleGrayImages true
	/GrayImageDict <<
		/QFactor 0.76
		/HSamples [
			2.0
			1.0
			1.0
			2.0
		]
		/VSamples [
			2.0
			1.0
			1.0
			2.0
		]
	>>
	/AntiAliasMonoImages false
	/GrayImageAutoFilterStrategy /JPEG
	/GrayACSImageDict <<
		/QFactor 0.76
		/HSamples [
			2.0
			1.0
			1.0
			2.0
		]
		/VSamples [
			2.0
			1.0
			1.0
			2.0
		]
	>>
	/ColorImageAutoFilterStrategy /JPEG
	/ColorImageMinResolutionPolicy /OK
	/ColorImageResolution 300
	/PDFXRegistryName (http://www.color.org)
	/MonoImageFilter /CCITTFaxEncode
	/CalGrayProfile (Dot Gain 15%)
	/ColorImageMinDownsampleDepth 1
	/PDFXTrapped /False
	/DetectCurves 0.0
	/ColorImageDepth -1
	/JPEG2000GrayImageDict <<
		/TileHeight 256
		/Quality 15
		/TileWidth 256
	>>
	/TransferFunctionInfo /Remove
	/ColorImageFilter /DCTEncode
	/PDFX3Check false
	/ParseICCProfilesInComments true
	/DSCReportingLevel 0
	/ColorACSImageDict <<
		/QFactor 0.76
		/HSamples [
			2.0
			1.0
			1.0
			2.0
		]
		/VSamples [
			2.0
			1.0
			1.0
			2.0
		]
	>>
	/PDFXOutputConditionIdentifier (CGATS TR 001)
	/PDFXCompliantPDFOnly false
	/AllowTransparency false
	/UsePrologue false
	/PreserveCopyPage true
	/StartPage 1
	/MonoImageDownsampleThreshold 1.5
	/GrayImageDownsampleThreshold 1.5
	/CheckCompliance [
		/None
	]
	/CreateJDFFile false
	/PDFXSetBleedBoxToMediaBox true
	/EmbedOpenType false
	/OPM 1
	/PreserveOverprintSettings true
	/UCRandBGInfo /Preserve
	/ColorImageDownsampleThreshold 1.5
	/MonoImageDict <<
		/K -1
	>>
	/GrayImageDownsampleType /Bicubic
	/Description <<
		/ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 6.0 and later.)
		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
		/FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f006200650020005000440046002000700072006f00660065007300730069006f006e006e0065006c007300200066006900610062006c0065007300200070006f007500720020006c0061002000760069007300750061006c00690073006100740069006f006e0020006500740020006c00270069006d007000720065007300730069006f006e002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200036002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
		/KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200036002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
		/HUN <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>
		/NOR <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>
		/DEU <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>
		/CZE <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>
		/ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 6.0 e versioni successive.)
		/DAN <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>
		/JPN <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>
		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
		/SUO <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>
		/CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200036002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
		/CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200036002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
		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
		/RUM <FEFF005500740069006C0069007A00610163006900200061006300650073007400650020007300650074010300720069002000700065006E007400720075002000610020006300720065006100200064006F00630075006D0065006E00740065002000410064006F006200650020005000440046002000610064006500630076006100740065002000700065006E007400720075002000760069007A00750061006C0069007A006100720065002000640065002000EE006E00630072006500640065007200650020015F0069002000700065006E00740072007500200069006D007000720069006D006100720065006100200064006F00630075006D0065006E00740065006C006F007200200064006500200061006600610063006500720069002E00200044006F00630075006D0065006E00740065006C00650020005000440046002000630072006500610074006500200070006F00740020006600690020006400650073006300680069007300650020006300750020004100630072006F0062006100740020015F0069002000410064006F00620065002000520065006100640065007200200036002E003000200073006100750020007600650072007300690075006E006900200075006C0074006500720069006F006100720065002E>
		/HRV <FEFF004F0076006500200070006F0073007400610076006B00650020006B006F00720069007300740069007400650020006B0061006B006F0020006200690073007400650020007300740076006F00720069006C0069002000410064006F00620065002000500044004600200064006F006B0075006D0065006E007400650020006B006F006A00690020007300750020007000720069006B006C00610064006E00690020007A006100200070006F0075007A00640061006E00200070007200650067006C006500640020006900200069007300700069007300200070006F0073006C006F0076006E0069006800200064006F006B0075006D0065006E006100740061002E0020005300740076006F00720065006E0069002000500044004600200064006F006B0075006D0065006E007400690020006D006F006700750020007300650020006F00740076006F007200690074006900200075002000700072006F006700720061006D0069006D00610020004100630072006F00620061007400200069002000410064006F00620065002000520065006100640065007200200036002E0030002000690020006E006F00760069006A0069006D0020007600650072007A0069006A0061006D0061002E>
		/PTB <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>
		/NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 6.0 en hoger.)
		/TUR <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>
		/POL <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>
		/HEB <FEFF05D405E905EA05DE05E905D5002005D105E705D105D905E205D505EA002005D005DC05D4002005DB05D305D9002005DC05D905E605D505E8002005DE05E105DE05DB05D9002000410064006F006200650020005000440046002005D405DE05EA05D005D905DE05D905DD002005DC05EA05E605D505D205D4002005D505DC05D405D305E405E105D4002005D005DE05D905E005D505EA002005E905DC002005DE05E105DE05DB05D905DD002005E205E105E705D905D905DD002E0020002005E005D905EA05DF002005DC05E405EA05D505D7002005E705D505D105E605D90020005000440046002005D1002D0020004100630072006F006200610074002005D505D1002D002000410064006F006200650020005200650061006400650072002005DE05D205E805E105D400200036002E0030002005D505DE05E205DC05D4002E>
		/SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200036002e00300020006f00630068002000730065006e006100720065002e>
		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
		/ESP <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>
	>>
	/CropMonoImages false
	/DefaultRenderingIntent /Default
	/PreserveHalftoneInfo true
	/ColorImageDict <<
		/QFactor 0.76
		/HSamples [
			2.0
			1.0
			1.0
			2.0
		]
		/VSamples [
			2.0
			1.0
			1.0
			2.0
		]
	>>
	/CropGrayImages false
	/PDFXOutputCondition ()
	/SubsetFonts false
	/EncodeMonoImages true
	/CropColorImages false
	/PDFXNoTrimBoxError true
>>
setdistillerparams
<<
	/PageSize [
		612.0
		792.0
	]
	/HWResolution [
		600
		600
	]
>>
setpagedevice


